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*** 1st CHANGE ***
[bookmark: _Toc42177182][bookmark: _Toc42179534][bookmark: _Toc42246807][bookmark: _Toc51245742][bookmark: _Toc98841237]5.2	AKMA key lifetimes
The KAKMA and A-KID are valid until the next successful primary authentication is performed (implicit lifetime), in which case the KAKMA and A-KID are replaced. 
AKMA Application Keys KAF shall use explicit lifetimes based on the operator's policy. The lifetime of KAF shall be sent by the AAnF as described in clauses 6.2 and 6.3. In case that a new AKMA Anchor Key KAKMA is established, the AKMA Application Key KAF can continue to be used for the duration of the current application session or until its lifetime expires, whichever comes first. When the KAF lifetime expires, a new AKMA Application Key is established based on the current AKMA Anchor Key KAKMA.
NOTE: When the KAF lifetime expires and the KAKMA has not changed in AAnF, according to the Annex A.4, the AKMA Application Key which is established based on the current AKMA Anchor Key KAKMA is not a new one. In this document, it is recommended that the operator sets the maximum value or a sufficiently large value for the KAF expiration time according to operator authentication policies. For example, if an operator considers that the UE needs to be authenticated every X hours, the KAF expiration time could be set to X+1 hours. 
*** 2nd CHANGE ***
[bookmark: _Toc51245750][bookmark: _Toc98841247]6.4.3	KAF refresh
There is no support for an explicit KAF refresh procedure in this document. If a primary authentication does not take place, the KAUSF, KAKMA and KAF remain unchanged since the latest primary authentication. If KAF is used for further session key derivation in the Ua* protocol, it is up to the Ua* protocol to provide fresh session keys based on an unchanged KAF. 
For use cases which need session key refresh, the Ua* protocol may should support the refresh of derived (from KAF) session keys. If the Ua* protocol supports the refresh of derived (from KAF) session keys, the AF may should refresh the KAF at any time using the Ua* protocol. If the Ua* protocol supports the refresh of derived (from KAF) session keys, the Ua* protocol should support the derivation of fresh session keys with potentially the same KAF as the KAF used to derive the current session keys.
NOTE:	How a fresh key is derived for AKMA is up to Ua* protocol implementation.Void

*** END OF CHANGES ***

